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2025 olc o gildl gapll JUs ddhioll Lé dlelall &aall Alaop clegaao jui Ll logd
DIRE WOLF

7% QILIN
\ 16%
BLACK SHRANTAK

11%

LOCKBIT

15%

COINBASE CARTEL s

15%

INC BLOG
9%

DRAGONFORCE

10%

cLOP
17%

(17),08y JAuball
2025 ple go gyl gipll JUa ddhioll Lé dlelall d4aall Slegoao jui
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e Glhill gulg Tili 2025 ole o gulll gipll JUi Bagl all &aall Aoy ciloaa Llanl Lelhall gijgill guloy
olial Lilull puill L4 aBgo ga Lod ddhiall L é330io dlelhs

&ilylll deling Jaill
4% Giguillg cileysoll

/4%

dlfjaill 6jlaig ojlaill

13%

culllnil
4%
dsbpnollg dglloll ciloarll

4%

o saullg alull

5%
aljlaell .
19% e uaigllg gjlaell
6%
. dyigoll ciloarll

23%

Cileliitllg Cillgléall

12%

:(18),08) Jauiall
2025 ple o ailpll gipll JUla &aall Gilegono Jié o ddagiumall cilelhall jial

b 2025 ole go palll gyl JUA jus ploialy Lgihudil cyha Lill dlelall daall dlegoao jui ge jago Ll logd
PR

CLOP &cgoao
2019 blyd :sLiill Ayl -

Data Encrypted Exploit Indicator Command and
for Impact Public-Facing Removal Scripting
Application Interpreter

(T1083) (T1057) (T1059.001)

File and Directory Process Command and
Discovery Discovery Scripting

Interpreter ->
PowerShell

&y gut goai «Sllaill dsulg jljil Gililas 24ail) el dalo cuulo Giiai 9o dcgoaall odgl Ayl aalgall
Jullw dloang GlHall Gilleny degoaoll oaa huiyi lod .alildl padi dldee JUs go dohilll Juheig clilull
Glall Il aaal illg (2023 ple MOVEit Transfer dlong 2021 ple Accellion FTA dloa Jio) Glhill dewlg ay)gill
LTIl dowlg Glalall JAi Gliop Lé Glyel Jileil JilA go 8aa0is dilelhag Jga e Llanll go pus aa0y Al
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LOCKBIT &iaall dcgoao
2019 blyd :sLiill Ayl -

Data Encrypted Command and Inhibit System Command and Obfuscated Files

for Impact Scripting Recovery Scripting or Information
Interpreter -> Interpreter
PowerShell
(T1489) (T1070) (T1083) (T1082) (T1021)
Service Indicator File and Directory System Remote
Stop Removal Discovery Information Services
Discovery

Jildo cldpill dyinill dyiyllg cilgadll Jagi ¢ (RaaS) do0a3d &yaall ciliopl Glhill gulg 153gai dcgonall pai
HAl go 8aalg lglea loo ellell Jga Glwwdoll Jo auaell dcgonoll 0ia wagimi .dialoll cuwlball o dna
309 dmluall Aililyll d8pu 0gai Cua 1agajoll jliilll a3gai Lle degoaoll aoioi.ogull Lia IBLi d&3aall Glegano
p1d J4diy (opportunistic) ajlgiil calagiwlll cililae gl Ll degonoll dhiil judii Llanll dohil padi) ogai of
didig dalhllg Jaillg ouleilly dlogiallg dullall ciloaslly duanll dleyllg puinill Jio dlelhall oboo Joilig
gdlga &l dcganall jghai Ul huglll Gpill ddhio clla La Loy pllell clail groa b blan ge @ikdll go clogloall

dllo uulbo Gudail und) Jhdy Bagi lihibil gi adie)g diaglgsayl

Hacktivism dinall cilegoao
alyigilly Cilpsill go Liolji dinyall dleganay dhyijall dhudiidll cialajl
' ‘.LJ |5 & 1 ‘:ILC - II o.:m cm . I .-- --I . II t.-.’é a*l‘]uu]gégjl

Il Cilegonoll 0am caagi .Culllnilll glhidg dyllollg dogiall cilelhall
pitig doagiuwell Jlgall deouy jhlllg dolle] dan dlaal I
a } soinall aygiti cilloe Lo lgihiil jul Jiaiig .dllaoll cilogleall
ataiig Glilndl cupuig (Website Defacement) duigyidllll galgoll

Lo Llé cilegoaoll 0aa gl j4all paall o .(DDoS) doaill wan dloan

JAlgiuwlg Glaall Gilppull golll dlwjloo Guhi a wenll Jilsil Lle aieig doadiall &iaill ciljadll LI jaiai
JAsdy dalio uilpim Glgal of &fuo Jgaa dlily oladiwl LI &8lAUL diansll pé donadll cilduhilly dchilll dilpsi
JU5 dpuluugyall ailyigill abajl go Liolji huitii ¢ua ghaiog c1ado gilhy dilegonall 0agl drogagll bloiill auwii . ole
dedgio pé Cilga walagiul pe ddhiall Lo alegonall elli gl L Jgai hagl ella gog .glalll clél La sund aljia
Jaallg &hall alhiy llging Ipha dlleell gugi Jeay Lo
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2025 ple go gulyll @iyl Jili dinyill dlegoao Jub go ddhiall La dangiuall Glelhall Ll Logh

ayayilly oilel
4%

Sllaidl

4%

dilogloall Linglgiai
5%
dganll dleyl

5%

wiolllg Log4all

37%

auinill
6%

Caipiilll Gloas

6% /

Gguuillg §)laill

7%

Jaill &apnallg dllall ciloaall
7% e 10%
9%
:(19),08) J4udull

2025 ple o gulpll gipll JUla dgaall Gllegono Jué (o ddagimall cilelhall 4]

i ALl gaill Gle 6agnjoll dialgall dicjgig 2025 pole o guldl il JUA lany HAil @ @023l (1aa dleaa dils

bl Cu pud

4%

s9inall ayguird

21%

(19),08) J4uiull
2025 gulpll gall JUUi goill cuwn dinjall dilegoaoy dhayisll dialgall gjgi
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dviolll cilysil jui 8

llg plell 132 go gildl 21l JUa ollell ggimall le pladiwlll deoili dokailll 0 dadiidall cilyoill jpui ol lora
:gulg Glhi Lle lgliloiul of

:6)ghall daja

:Byilioll dokilll
Fireware OS, including 11.10.2 up to and including 11.12.4_Updatel, 12.0 up to and

.including 12.11.5, and 2025.1 up to and including 2025.1.3
Firebox models across different product branches, such as T15, T35, T115-W, T125, T145,

T185, M295, M395, M495, M595, M695, and others

4ult go J4 le 480 Lail Cun hiti JAidy 8psill ora JLaiwl ol duflgiic dnop ciloylel Maily ealgoll aowi daya dyiol §yaf
alpsill &ofld gon 8jsill oda aljal @i IKEV. 2 Jgigign elaiiwl duidell g dlganoll 8jgaill s padiuwar dnlall VPN
Adupolll CISA dllsgl dlsimoll

:6jghall daja

:6yilioll dokaiil
FortiWeb 8.0.0 through 8.0.1
FortiWeb 7.6.0 through 7.6.4
FortiWeb 7.4.0 through 74.9
FortiWeb 7.2.0 through 7.2.11

& T
FEIRTINE FortiWeb 7.0.0 through 7.0.11

yolgl 2ubii) aowig FortiWeb cugll cilauhi dloa glas Lle Jigig ddalnoll duloc jolai palgoll aii Spha diiol 8yai
Jolg Lilppull golll dllsg cialal ail lod .gagnall lagy cilagani dlelya] Fortinet aspiul cyyani asg . plkill Joguo ciliallay
le @lal agagl hi dagpeall (KEV) dlsiwall dsiolll cilyoill dofls LI dsiodll 8ysill 03a(CISA) &isupolll duinill ail

Fortinetaakil Llc jhall lapili ggimo Lle Jay loo CVSS v 3.1 La 9.8 anii Lle lglgnal Ijhig Lgl huiti JAleiwl

:6jghall daja

:Bjilioll dokaidll
React Server Components versions 19.0.0, 19.1.0, 19.1.1, and 19.2.0

C@ F‘?E‘ d Ct CVSS. plhil laag (10.0) 8jgha daja Llel Lle cilnag i J4ddu Lallsiwl oi .Shell2React u wyei spha diol 5yof
pe 8yoill odm Jleiwl dhiiil Giany adg .dlsiwall cileill dafld Ll diolll p2ill oaa dalal &40l ASIC dlldg Ciold Los
(RCE) a2y ge duaopll dilogloill 344ii 845l 0da acuwi .&uaall aoly dloaa 4 lgoladiul LI §)Lilll go $aaeis Cilgid
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:6jghall daja

:8jilioll dokiill

Cisco Secure Email Gateway (SEG) - both physical and virtual appliances
Cisco Secure Email and Web Manager (SEWM) - both physical and virtual appliances
B LN LKA versions of Cisco AsyncOS Software are affected, including up to version 16.0.3-044

CISCO.

Cisco (Cisco Secure, Cisco Secure Email, Email Gateway, Web dilaiio go wuasll - EYE dyiol 5paf
ol oaidiuall Jelail dalall gga olhill Jgduo iliallng ciljlioly aey ge duflgiie jolgl Auaiis ealgoll aowiManager)

dlsiwall cilpsill dofla LI 8pill &idapolll CISA alldg cialal i J4uin 8psill oam Jloiwl

:6jghall daja

:8jilioll dokiill
Windows 10 Version 1507, 1607, 1809, 21H2, and 22H2; Windows 11 versions 22H2, 23H2,
24H2, and 25H2; Windows Server 2008 SP2, 2008 R2 SP1, 2012, 2012 R2, 2016, 2019,
2022, and 2025, including their Server Core installations

Jgduo diljliiolg cilialln Lle Jgnally gsoalgoll jsill 0aa acwi MS Windows. Jusiill plki cilale aal a6 dsiol 5yaf
Jaey 1T Ll sal Lo 8yl 0ags huijoll calall hany Microsoft aspi ciola .6aill 0agl dowlg Jllsiwl cililac any oi . olkill
«alall 132 padiwi Lill guslall djgal

:6)ghall aaja

:0iliall dokailll
MongoDB versions, including 8.2.x (prior to 8.2.3), 8.0.x (prior to 8.0.17), 7.0.x (prior to
7.0.28), 6.0.x (prior to 6.0.27), 5.0.x (prior to 5.0.32), 4.4.x (prior to 4.4.30), and all versions
of 4.2.x, 4.0.x, and 3.6.x, with no fixed versions available for the latter

. mongoDB
cugll Glaphi La elhdiwll deilii NOSQL dalily sacls ag :MongoDB pals le 4igi 6)jghall dedijo dsiol 5y2i
jgo)9 duwlwa clily ge adidl Gads a8 lao Gilialln ggay palall 8)813 o cljal 6cljd go palgall Jhoi dylawll dokilllg
ol duiodll 3yoill &xdupolll CISA dllsg craltl POCs Julsiwill dlal agag gog waido Jhuu 8psill oda Jlsiwl oi . Tokens

dlsiwoll cilsill dofld
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dyalpiriwl SAi

.ollell gimoll Gle dyilppull &ilayagill apdeliy sgimo (8 Bgalo aclni 2026 ple o Jodll pipll 2giy gl 2égi
gawgig dgilppull dlaagll diaill Lelihnll cl4all GlLEAT pladiwl Lo pél J4dy ggoalgall aniey gl adie; dya
Groell ayjill Lle aoiel Juial Gililacg LELS] AT ighidll apni Gillon 34T Ll ella 6384 gl Jhooll Jo ledlhi
Jo ail lod .iloagll elli 2ac 8alij 6 "RaaS doaas daall dliaop” galei jLitiil pguy i a3y Los (Deep Fake)
Jo atiwaglll ciloaillg piinilly dalhll glhd Jio pal J4uin diguall &uinill Lidl dlelhé lagiml oiy gl gégiall
jui 9o aggill Julbu cilosa Jhiw wlla Ll dals] .(OT) dyebill ciliaill dehil La diodll ciljill Jilsiwl Jili
Jo 4l aac Glyial yapay 3rd Parties dp)lall Giluuwdally (uajgo Glyial Ll dalisall 3jagill Gilga ow go phlaoll
yiolll cilysill dalleol (sj9a Jhuiy clayhillg dakilll Eyaniy olfillll ciay dloagll elli §jgha o aall .Aluwgall
aic Lgallé] gi Jolgell $aa0io ddalnall pladiwlg «Jgngll apdi JUi go RDP gy e Jlailll diload guolis ng] Los
wella Ll dald] Saoizollg dndjall dlaopll e hid alaiclllg dinpdall cilpopll pladiwl qiiai 21ilg .dalall pac

uiodll ciluwjlooll Jral §ag dahidll cilalac] guwai caay

ell3 Joilyg Lajghig dyilyrmll cilayagill aclai JB La Gilpull golll doghio jujsil Laliul agi 3l3il ngy Lo
1219 dyleldy Lgl &laiwlllg dfjaall Gloagll ge Jsoll bl Lelibnlll cl4all ciljady dogeao dyiol Jglo oladiml
2dyg clilyll phiioll Jblyisll Awill dlloc JUA go &aall cilaop cloags dhyijoll jhlaall go Eloall jjei L]
yilppull &ialgall glgil @414 go Joleill dlolii hha grig Ll dalalll spairell Slyialll aynill cullwly giébgoll Leg
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